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Job Purpose

This leadership position’s role is to envision, implement and evolve digital services in support of the University’s mission, and to manage the day-to-day operations which support that environment. 

The position is responsible for the continued health, stability and security of networked systems, server infrastructure, Internet and desktop environments.  
Key Activities

1. Manage the integration and delivery of digital services to all staff and students across the University, including the server hardware, core services, physical network infrastructure, and managed desktops required to deliver those services. Ensure that those services meet the University’s needs for reliability, performance, availability, and security.
2. Manage, coach, develop, and mentor technical staff in support of the department’s operations and goals.
3. Direct research on new technologies, re-engineer existing systems, develop new architectures, and evolve standards to support new initiatives. 
4. Define and implement IT policies, procedures, and standards to support digital service delivery, including security, change management, and service levels. 
5. Maintain relationships with technology vendors. Manage contracts for vendor supplied technology services, software licensing, and hardware maintenance. 
6. Participate in short and long term strategic planning exercises. Develop and manage IT project plans. Develop and manage the relevant portions of the IT budget. 
Analytical Reasoning
Must be able to analyze and understand all relationships within a very complex system of disparate and interconnected technologies used by the entire organization. This analysis includes how the systems are presented to and perceived by end users, and how the skills and abilities of the employees and vendors supporting them can be utilized most effectively. 

Must be able to analyze outside trends, risks, and opportunities, and synthesize these into the policies, practices, and project plans that support ongoing IT operations. In doing so will adapt industry standard practices when possible, but frequently must develop solutions which are unique to the Trent environment.

Example: During a service outage, analyzing the “big picture” of interconnected systems to reroute data around the failure and thereby restore at least partial service as quickly as possible while the root cause is being resolved. 

Decision Making

The general goals and priorities for the workgroup are determined in a consultative planning process with the IT Director. The incumbent develops implementation strategies and plans, then manages the activities of the workgroup independently towards these goals. The incumbent’s decisions will be informed by industry best practices, but defined policies do not typically exist.

Example: A decision to implement a new firewall is made, including product selection, network design, and implementation plans. The firewall will be used to implement a new access control policy which will apply to the entire organization, and this decision is made in consultation with the IT Director. The specific details of the policy and implementation planning are then the sole responsibility of the incumbent. 

Impact

Errors will have an impact on multiple parts of the organization, and also on the student body. Outright service outages are easy to identify, but may be difficult to fix. Service degradations or errors in system interactions are difficult to identify and fix. Undetected errors (i.e., in backup or redundant systems) may result in service outages that would otherwise have been prevented.

Example: A loss of data due to a failure to ensure proper backup and testing procedures are developed and followed will impact the organization’s ability to perform functions that rely on that data. Recovery efforts would take resources away from other activities at least in the IT department, and possibly delay projects in other areas of the organization. 

Education Required

Honours University Degree (4 year) in Computer Science or Information Technology.

Experience Required

1. Five years of directly-related experience, at least three of which is progressively responsible experience administering digital service delivery and associated systems administration.

2. At least two years’ experience in a supervisory position overseeing professional computing staff.

3. Demonstrated ability integrating technologically diverse solutions for a diverse clientele in an enterprise networking environment.

4. Experience negotiating with vendors and developing and managing a large budget.

5. Must have excellent written and spoken communication skills and the ability to deal positively with staff, faculty and vendors.

6. Must be highly organized, able to effectively delegate work, and have the ability to set and maintain priorities.

Responsibility for the Work of Others

Direct Responsibility for the Work of Others: 

· Network Systems Specialist (3)



· Sr. Network Analyst & Team Leader



· Telecommunications Analyst




· Network & Telephony Systems Specialist

· Enterprise Desktop Specialist

Communication

Internal:
· Other IT department members: to collaborate on common projects

· Staff, faculty, students: to collaborate on projects; consult and gather requirements for IT services; handle special requests; communicate policy

· Senior management: to represent the department in the absence of the IT Director

External:

· Vendors: to negotiate pricing, terms, etc. 

· External service providers: to manage services provided to the University

· External colleagues: to maintain current skills and contacts in the IT community

Motor/ Sensory Skills

· Dexterity - daily computer keyboard & mouse activity

· Fine motor skills - occasional need to connect cables or assist with PC component installation
· Sight - daily computer usage

Effort

Mental:
· Sustained concentration - Most tasks required a sustained level of mental effort, and frequent interruptions occur throughout the workday. 

Working Conditions
Physical:
· Noise - computer room machine noise

Psychological:
· Stress - Insufficient resources to meet expectations of user community, multiple competing priorities, and frequent interruptions, frequent need to manage by crisis rather than to a stable plan
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